**肿瘤医院等保测评项目需求**

# 一、背景介绍

我院认真贯彻落实网络安全法律法规，积极响应国家网络安全总体方针，认真贯彻落实等级保护建设相关要求。根据国家网络安全等级保护政策及标准，结合本院网络安全等级保护建设需要，我院开展对信息系统的本年度等级保护测评工作。

# 二、信息安全等级保护测评需求

投标人完成院方2个三级系统、5个二级系统的网络安全等级保护测评工作，提出各被测系统的整改建议，协助医院进行整改，并分别出具符合国家网络安全等级测评报告模板要求的《网络安全等级保护测评报告》。三级系统测评对象为：HIS系统与APP系统。二级系统测评对象为：PACS、LIS、门户网站、OA、银医自助系统。

HIS系统于2023年12月1日前完成测评，出具网络安全等级保护测评报告。

其它系统于2024年9月1日前完成测评，分别出具网络安全等级保护测评报告。

# 三、必要资质要求

1. 具有公安部第三研究所颁发的《网络安全等级测评与检测评估机构服务认证证书》。
2. 具有中国国家认证认可监督管理委员会颁发的CMA检验检测机构资质认定证书证明文件。
3. 具有中国合格评定国家认可委员会颁发的CNAS实验室认可证书、检验机构认可证书。
4. 项目经理需具备高级工程师职称和等级测评师资质证书（高级），项目成员至少2人需具备中级工程师及以上职称和等级测评师资质证书（中级），执行渗透测试的技术人员需具备NSATP-A 注册网络安全渗透评估专业人员证书。