**疑难病诊治能力同质化智慧平台风险评估和等级保护测评**

**技术需求书**

## 项目背景

中国医学科学院肿瘤医院（以下简称中心医院）与七家医院存在管理关系或联盟关系。为深入贯彻落实《中共中央国务院关于促进创新发展的意见》有关任务，按照《区域医疗中心建设试点方案》的要求，推进能力建设，促进项目执行规范化、科学化，结合7家医院的实际情况，规划通过1—2 年努力，建成疑难病诊治能力同质化智慧平台，打造以中心医院高水平肿瘤疾病医疗中心为依托的“互联网+医疗健康”协作平台，形成以中心医院为核心的肿瘤疾病专科联盟，大幅提升各家医院肿瘤疾病同质化治疗水平。

## 招标内容

 对疑难病诊治能力同质化智慧平台（软硬件环境）开展系统风险评估、等级保护安全测评，在此基础上对该系统信息安全状况进行综合评述，出具年度信息安全报告。为达到本项目需达到的安全服务目的和水平，服务内容包括但不限于以下内容：

#### 2.1系统风险评估

开展全面、系统、深度的信息安全风险评估工作，采取非现场技术测试为主、现场验证为辅的工作方式，以我院相关安全规范为基础，梳理安全合规现状达标情况，验证各层各类安全机制的有效性，并在此基础上深度挖掘可能存在的安全漏洞和风险点，综合评估信息安全风险，提出合理可行的安全整改建议，并进行整改复查和跟踪反馈，最终出具年度风险评估报告。

#### 2.2 平台等保备案和测评

依据《计算机信息系统安全保护等级划分准则》（GB17859-1999）、《信息系统安全等级保护基本要求》（GB/T 22239-2008）等国家标准，协助完成系统的等保三级备案和测评工作。通过实施等级保护测评，增加信息系统安全规范性和有效性，提高我单位人员安全意识，增强网络抗攻击能力，提高系统与相应等级化保护具体要求的符合程度，并出具等级保护测评报告。

## 主要交付物

根据工作内容要求，项目交付包括但不限于以下内容：

|  |  |  |  |
| --- | --- | --- | --- |
| **序号** | **交付物名称** | **形式** | **数量** |
| 1 | 系统等级保护测评工作方案 | 电子 | 1 |
| 2 | 系统等级保护测评备案资料 | 电子、纸质 | 2 |
| 3 | 系统等级保护测评报告 | 电子、纸质 | 2 |
| 4 | 系统风险评估工作方案 | 电子 | 1 |
| 5 | 信息系统风险评估报告 | 电子、纸质 | 2 |

## 资质要求

1. 具备有效的国家网络安全等级保护工作协调小组办公室颁发的“网络安全等级保护测评机构推荐证书”。
2. 具备有效的公安部三所颁发的“网络安全等级测评与检测评估机构服务认证证书”
3. 至少有3个项目实施成员中拥有在有效期内的CISP证书。
4. 具有国家密码管理局颁发的《商用密码应用安全性评估》证明。

## 服务承诺

1）在项目实施过程中，应充分尊重甲方需求，采取最小影响原则和规范性原则开展工作。

2）合同期内对发现的各类问题能免费进行整改和技术支持。

3）对过程数据和结果数据严格保密，未经授权不得泄露给任何单位和个人，不得利用此数据进行任何侵害买方的行为，否则买方有权追究乙方的责任。买方有权要求乙方在服务结束之后销毁所有和本项目有关的数据和文档。